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DIGITAL SIGNATURE APPARATUS AND
METHOD

CROSS-REFERENCE TO RELATED
APPLICATION

This application is based upon and claims the benefit of
priority of the prior Japanese Patent Application No. 2009-
289816, filed on Dec. 21, 2009, the entire contents of which
are incorporated herein by reference.

FIELD

The embodiment discussed herein relates to a digital sig-
nature apparatus and method for generating and verifying a
digital signature.

BACKGROUND

In recent years, it has been general practice to install secu-
rity cameras in shops, downtown areas, housing complexes
and the like and install vehicle drive recorders or the like in
commercial vehicles. The number of cases in which video
images are used as material evidence has increased. Cur-
rently, when a video image or a sound is used as evidence, a
video tape, an image file or the like is submitted without
change. However, when an image and a sound are digitalized
and stored, the image and the sound can be easily altered and
edited. When the video image or the sound is used as evi-
dence, third party authentication such as a digital signature or
a timestamp is necessary. Currently, services and products
that record voices of telephone operators with timestamps are
being sold. It is expected that needs for such techniques will
increase in the future.

As atechnique for detecting alteration performed by a third
party, there is a technique for using a method for dividing the
contents of a digital document into data, calculating a sum-
mary information for each of the data, and adding a digital
signature to a group of the summary information for the data.
In this case, the summary information correspond to hash
information calculated using a cryptographic one-way hash
function and are also called message digests. When this tech-
nique is used for video image data, it is possible to ensure the
originality of the video image data and extract a data to be
digitally signed while privacy can be protected (for example
Japanese Laid-open Patent Publication No. 2008-178048).

In addition, since video image data has a large amount of
data, there are various techniques for compressing video data.
Among the compression techniques, there is an inter-frame
prediction technique. For example, the inter-frame prediction
technique is used for video image data so that the video image
data is compressed into Motion Picture Expert Group-1
(MPEG-1) format. The video image data compressed in
MPEG-1 format includes three types of images, which are |
pictures, P pictures and B pictures. The I pictures maintain all
images necessary to be displayed as a video image. The P
pictures each maintain the difference between the P picture
and an I picture that precedes the P picture. The B pictures
each maintain the difference between the B picture and a P or
1 picture preceding the B picture and the difference between
the B picture and a P or I picture succeeding the B picture.
Since the P pictures each maintain the difference between the
current image and the previous image, and the B pictures each
maintain the difference between the current image and the
images preceding and succeeding the B picture, the data can
be compressed at a high compression rate.
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In order to decompress video image data compressed by
the inter-frame prediction technique, it is necessary to per-
form a large amount of processing. To avoid this, the follow-
ing technique is disclosed in Japanese Laid-open Patent Pub-
lication No. 2006-74690: a technique for extracting frames (I
pictures), encoding the frames into still images on a frame
basis, and thereby quickly reproducing video image data.

SUMMARY

According to an aspect of the invention, a digital signature
apparatus includes, a converting unit that converts, based on a
first video image frame being independently replayable, a
predicted frame being not independently replayable into a
second video image frame being independently replayable,
an encoding unit that encodes the first or second video image
frame into an image data according to an image format, a
transfer unit that transfers, when receiving the predicted
frame, the predicted frame to the converting unit, and trans-
fers, when receiving the first or second video image frame, the
received video image frame to the encoding unit, and a digest
information generating unit that generates a digest informa-
tion for each of image data encoded by the encoding unit.

The object and advantages of the invention will be realized
and attained by at least the features, elements, and combina-
tions particularly pointed out in the claims.

It is to be understood that both the foregoing general
description and the following detailed description are exem-
plary and explanatory and are not restrictive of the invention,
as claimed.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 is a diagram illustrating an example of the configu-
ration of a system;

FIG. 2 is a block diagram illustrating the functional con-
figuration of an authenticating device;

FIG. 3 is a block diagram illustrating the functional con-
figuration of a digital signature generating device;

FIG. 4 is a block diagram illustrating the functional con-
figuration of a video image extracting device;

FIG. 5 is a block diagram illustrating the functional con-
figuration of a digital signature verifying device;

FIG. 6 is a block diagram illustrating the hardware con-
figuration of the digital signature generating device;

FIG. 7 is a block diagram illustrating the functional con-
figuration of a digital signature generating unit and the func-
tional configuration of a digital signature verifying unit;

FIG. 8 is a diagram illustrating the outline of a digital
signature algorithm;

FIG. 9 is a diagram illustrating an example of types of
images of compressed video image data and the arrangement
of'the images;

FIG. 10 is a diagram illustrating an example in which P and
B pictures of compressed video image data are converted into
independent images;

FIG. 11 is a diagram illustrating the outline of a process of
generating a digital signature for original video image infor-
mation;

FIG. 12 is a diagram illustrating the outline of a process of
verifying the digital signature for the original video image
information;

FIG. 13 is a diagram illustrating the outline of a process of
generating a digital signature for extracted still image infor-
mation;
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FIG. 14 is a diagram illustrating the outline of a process of
verifying the digital signature for the extracted still image
information;

FIG. 15 is a diagram illustrating the outline of a process of
verifying that the extracted still image information is a part of
the original video image information;

FIG. 16 is a diagram illustrating an operation of extracting
original video image information;

FIG. 17 is a diagram illustrating a screen for selection of
still image information to be verified and digital signature
information;

FIG. 18 is a diagram illustrating the result of verification of
a digital signature for extracted still image information;

FIG. 19 is a flowchart of a process of registering a public
key for a digital signature;

FIG. 20 is a flowchart of a process of transmitting and
receiving information including a digital signature and a veri-
fying process that is performed by a receiving device;

FIG. 21 is a flowchart of a process of generating original
video image information;

FIG. 22 is a flowchart of a process of generating a digital
signature for the original video image information;

FIG. 23 is a flowchart of a process of generating an inde-
pendent frame;

FIGS. 24A and 24B are a flowchart of a process of gener-
ating extracted still image information;

FIG. 25 is a flowchart of a process of verifying the digital
signature for the original video image information;

FIG. 26 is a flowchart of the process of generating the
digital signature for the extracted still image information;

FIG. 27 is a flowchart of a process of extracting still image
information;

FIG. 28 is a flowchart of a process of verifying the digital
signature for the extracted still image information; and

FIG. 29 is a flowchart of a process of verifying that the
extracted still image informationis a part of the original video
image information.

DESCRIPTION OF EMBODIMENTS

A digital signature apparatus according to the embodi-
ment, a digital signature method according to the embodi-
ment, and a digital signature program according to the
embodiment are described below in detail with reference to
the accompanying drawings. In the present embodiment, a
digital signature generating device and a digital signature
verifying device are separately described as the digital signa-
ture device. The digital signature generating device has a
function of generating a digital signature, while the digital
signature verifying device has a function of verifying a digital
signature. As described in the present embodiment, the digital
signature apparatus may be divided into the digital signature
generating device and the digital signature verifying device,
while the digital signature generating device and the digital
signature verifying device are separately operated. In addi-
tion, the digital signature apparatus may have the function of
generating a digital signature and the function of verifying a
digital signature.

FIG. 1 is a diagram illustrating the configuration of a sys-
tem according to the present embodiment. The system
includes an authenticating device 102, a digital signature
generating device 103, a video image extracting device 105
and a digital signature verifying device 107. The system can
be connected to a network 101. The digital signature gener-
ating device 103 is connected to a plurality of video image
recording terminals 104. The video image extracting device
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105 is connected to an extracting terminal 106. The digital
signature verifying device 107 is connected to a verifying
terminal 108.

The network 101 corresponds to any of all communication
networks such as the Internet, intranets and wide area net-
works. The authenticating device 102 is a server of an authen-
tication organization that manages digital signature informa-
tion. A digital signature is information that is obtained by
encrypting summary information (obtained by summarizing
information to be digitally signed) using a private key that is
held by a transmitting device. The transmitting device trans-
mits the encrypted digital signature, the information to be
digitally signed, and a public key certificate to a receiving
device. The receiving device confirms the validity of the
public key certificate and decrypts the encrypted digital sig-
nature using a public key included in the public key certifi-
cate. Then, the receiving device compares the decrypted digi-
tal signature with the summary information obtained from the
information to be digitally signed. The receiving device deter-
mines, on the basis of whether or not the comparison result
indicates that the decrypted digital signature matches the
summary information obtained from the information to be
digitally signed, whether or not the transmitting device is
valid. Those operations are described later in detail with
reference to FIG. 20.

The summary information is hash information obtained by
calculating the information (to be digitally signed) using a
cryptographic one-way hash function. The summary infor-
mation is also called a message digest since the information to
be digitally signed can be compressed. The hash information
generated using the cryptographic one-way hash function is
unique information and can be generated only from the infor-
mation to be digitally signed. The original information cannot
be decrypted from the generated hash information.

Therefore, hash information is often used in order to
encrypt information or generate a digital signature. Crypto-
graphic one-way hash functions are algorithms such as Mes-
sage Digest 5 (MD5), Secure Hash Algorithm-1 (SHA-1) and
SHA-256, for example. Information on the type of an algo-
rithm used to generate the summary information from the
original information is described in the public key certificate.

The digital signature generating device 103 is a server that
stores and accumulates information transmitted from the
video image recording terminals 104 (described later) and
performs a process of generating a digital signature. The
video image recording terminals 104 each acquire and record
video image information (or original data, hereinafter
referred to as original video image information) to be digi-
tally signed. The video image recording terminals 104 corre-
spond to video cameras, commercial security cameras or the
like. The video image recording terminals 104 are capable of
communicating with the digital signature generating device
103. The video image recording terminals 104 and the digital
signature generating device 103 may be each provided with a
portable storage medium and communicate with each other
via the portable storage media. In addition, the video image
recording terminals 104 and the digital signature generating
device 103 may communicate with each other via USB
cables, IEEE1394 (i. LINK) or the like.

The video image extracting device 105 is a server that
stores information transmitted from the digital signature gen-
erating device 103. The video image extracting device 105 is
operated by the extracting terminal 106 (described later). A
mouse, a keyboard, a display and the like may be connected
directly to the video image extracting device 105, while the
video image extracting device 105 may be operated by the
mouse, the keyboard, the display and the like, for example.
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The extracting terminal 106 is a terminal that operates the
video image extracting device 105. The extracting terminal
106 is capable of communicating with the video image
extracting device 105.

The digital signature verifying device 107 is a server that
stores information transmitted from the video image extract-
ing device 105 and verifies a digital signature added to the
information transmitted from the video image extracting
device 105. The digital signature verifying device 107 is
operated by the verifying terminal 108 (described later). A
mouse, a keyboard, a display and the like may be connected
directly to the digital signature verifying device 107, while
the digital signature verifying device 107 may be operated by
the mouse, the keyboard, the display and the like, for
example. The verifying terminal 108 is a terminal that oper-
ates the digital signature verifying device 107. The verifying
terminal 108 is capable of communicating with the digital
signature verifying device 107.

FIG. 2 is a block diagram illustrating the functional con-
figuration of the authenticating device 102. The authenticat-
ing device 102 includes a public key database (DB) 201, a
certificate issuing unit 202, a certificate verifying unit 203 and
a communicating unit 204. A public key for the extracting
terminal 106 and public keys for the video image recording
terminals 104 are stored in the public key database 201. The
certificate issuing unit 202 issues a public key certificate in
response to a request. The certificate verifying unit 203 veri-
fies a public key certificate. The communicating unit 204 is
connected to the network 101 and performs communication
via the network 101.

FIG. 3 is a block diagram illustrating the functional con-
figuration of the digital signature generating device 103. The
digital signature generating device 103 includes a video
image management database (DB) 301, a video image man-
agement table (TB) 302, a digital signature generating unit
303 and a communicating unit 304. Information transmitted
from the video image recording terminals 104 and informa-
tion transmitted to the video image extracting device 105 are
stored in the video image management database 301. The
video image management table 302 manages and controls
access to the video image management database 301. The
digital signature generating unit 303 adds, to video image
data, a digital signature and information to be digitally
signed. The function of the digital signature generating unit
303 is described later with reference to FIG. 7. The commu-
nicating unit 304 is connected to the network 101 and per-
forms communication via the network 101.

FIG. 4 is a block diagram illustrating the functional con-
figuration of the video image extracting device 105. The
video image extracting device 105 includes a video image
management database (DB) 401, a video image management
table (TB) 402, a digital signature generating unit 403, a
digital signature verifying unit 404 and a communicating unit
405. Information that has been transmitted from the digital
signature generating device 103 is stored in the video image
management database 401. The video image management
table 402 manages and controls access to the video image
management database 401. The digital signature generating
unit 403 adds digital signature information to video image
data. The digital signature verifying unit 404 verifies digital
signature information added to the information transmitted
from the digital signature generating device 103. The com-
municating unit 405 is connected to the network 101 and
performs communication via the network 101.

FIG. 5 is a block diagram illustrating the functional con-
figuration of the digital signature verifying device 107. The
digital signature verifying device 107 includes a video image

10

15

20

25

30

35

40

45

50

55

60

65

6

management database (DB) 501, a video image management
table (TB) 502, a digital signature verifying unit 503 and a
communicating unit 504. Information that has been transmit-
ted from the video image extracting device 105 is stored in the
video image management database 501. The video image
management table 502 manages and controls access to the
video image management database 501. The digital signature
verifying unit 503 verifies digital signature information
added to the information transmitted from the video image
extracting device 105. The communicating unit 504 is con-
nected to the network 101 and performs communication via
the network 101.

As described above, the digital signature generating device
103 is connected to the network 101. However, the digital
signature generating device 103 may be operated while being
off line. Specifically, for example, a public key certificate that
is generated by the authenticating device 102 is written in a
removable medium such as a flexible disk, a compact disc or
the like. Then, the authenticating device 103 reads the written
public key certificate from a magnetic disk drive 604 (illus-
trated in FIG. 6 and described later) or an optical disc drive
606 (illustrated in FIG. 6 and described later).

In addition, the digital signature generating device 103 and
the video image extracting device 105 may be operated in the
following manner: a digital signature is generated for video
image data; and the digital signature and the video image data
are stored in a storage region included in the digital signature
generating device 103; video image data and a digital signa-
ture are periodically written in the removable medium; and
the video image extracting device 105 then reads the video
image data and the digital signature from the removable
medium.

Hardware configuration of digital signature generating
device 103

FIG. 6 is a block diagram illustrating the hardware con-
figuration of the digital signature generating device 103. As
illustrated in FIG. 6, the digital signature generating device
103 includes a central processing unit (CPU) 601, a read-only
memory (ROM) 602 and a random access memory (RAM)
603. The digital signature generating device 103 further
includes the magnetic disk drive 604, a magnetic disk 605, the
optical disc drive 606 and an optical disc 607. In addition, the
digital signature generating device 103 further includes a
display 608, an interface (I/F) 609, a keyboard 610, a mouse
611, a scanner 612 and a printer 613. The elements 601 to 613
of'the digital signature generating device 103 are connected to
each other through a bus 600.

The CPU 601 controls the entire digital signature generat-
ing device 103. A boot program and the like are stored in the
ROM 602. The RAM 603 is used as a work area of the CPU
601. The magnetic disk drive 604 is controlled by the CPU
601 so as to control reading and writing of data from and in the
magnetic disk 605. The data is written in the magnetic disk
605 on the basis of the control performed by the CPU 601 and
is stored in the magnetic disk 605.

The optical disc drive 606 is controlled by the CPU 601 so
as to control reading and writing of data from and in the
optical disc 607. The data is written in the optical disc 607 on
the basis of the control performed by the CPU 601 and is
stored in the optical disc 607. A computer reads the data from
the optical disc 607.

The display 608 displays data such as a cursor, icons, tool
boxes, documents, images and functional information, for
example. A CRT, a TFT liquid crystal display, a plasma dis-
play and the like can be used as the display 608.

The interface 609 is connected to the network 101. The
interface 609 is connected to other devices via the network
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101. The interface 609 connects the network 101 to the ele-
ments 601 to 613 of the digital signature generating device
103 and controls inputting and outputting of data to and from
an external device. A modem, a LAN adapter and the like can
be used as the interface 609.

The keyboard 610 has keys to input characters, numbers,
various instructions and the like and is used to enter data. The
keyboard 610 may be replaced with a touch panel type input
pad, a numeric keypad or the like. The mouse 611 is used to
move the cursor, select a range, move a window, change the
size of the window, and the like. The mouse 611 may be
replaced with a trackball, a joystick or the like as long as the
trackball, the joystick or the like functions as a pointing
device in a similar manner to the mouse 611.

The scanner 612 optically reads an image and acquires data
on the image so that the digital signature generating device
103 receives the data on the image. The scanner 612 may have
an optical character reading (OCR) function. The printer 613
prints image data and document data. A laser printer and an
ink jet printer can be used as the printer 613.

The hardware configuration of the digital signature verify-
ing device 107 is substantially the same as or similar to the
hardware configuration of the digital signature generating
device 103. Specifically, the digital signature verifying device
107 includes a CPU, a ROM, a RAM, a magnetic disk drive,
a magnetic disk, an optical disc drive, an optical disc, a
display, an interface, a keyboard, a mouse, a scanner and a
printer.

FIG. 7 is a block diagram illustrating the functional con-
figuration of the digital signature generating unit 303 and the
functional configuration of the digital signature verifying unit
503. The functional configuration of the digital signature
generating unit 303 is substantially similar to the functional
configuration of the digital signature verifying unit 503. Thus,
the functional configuration of the digital signature generat-
ing unit 303 is described together with the functional configu-
ration of the digital signature verifying unit 503. The digital
signature generating unit 303 includes a receiving unit 701, a
video image decoding unit 702, a transfer unit 703, a convert-
ing unit 704, a still image encoding unit 705, a digest infor-
mation generating unit 706, a digital signature generating unit
708 and a storage unit 709. The digital signature verifying
unit 503 includes the units 701, 702, 703, 704, 705, 706, 709
and a digital signature verifying unit 710 instead of the digital
signature generating unit 708. The digital signature generat-
ing unit 303 and the digital signature veritying unit 503 may
each include an encoding parameter holding unit 707.

Functions of the units 701 to 710 are each achieved by
causing the CPU 601 to execute a program stored in a storage
device such as the ROM 602, the RAM 603, the magnetic disk
605, the optical disc 607 or the like. The functions of the units
701 to 710 may be each achieved by causing another CPU to
execute the program via the interface 609.

The receiving unit 701 has a function of receiving infor-
mation. Specifically, for example, the receiving unit 701 of
the digital signature generating unit 303 receives original
video image information. The receiving unit 701 of the digital
signature verifying unit 503 receives extracted still image
information from the verifying terminal 108. The received
information is stored in a storage region such as the RAM
603, the magnetic disk 605, the optical disc 607 or the like.

The video image decoding unit 702 has a function of ana-
lyzing video image data and acquiring frames from the video
image data on a frame basis. The frames are predicted frames
and video image frames. The predicted frames cannot be
replayed independently, while the video image frames can be
replayed independently. For example, for MPEG format, the
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video image decoding unit 702 analyzes video image data by
an MPEG decoder and acquires frames from the video image
data on a frame basis. In the data in MPEG format, each of
predicted frames is a P picture or a B picture, while video
image frames that can be replayed independently are I pic-
tures. Data in video image formats such as MPEG-1,
MPEG-2 and H.264/AVC can be used as the video image
data. The frames decoded by the video image decoding unit
702 are stored in a storage region such as the RAM 603, the
magnetic disk 605 or the optical disc 607.

The transfer unit 703 has a function of transferring, when
receiving a predicted frame, the predicted frame to the con-
verting unit 704 and transferring, when receiving a first or
second video image frame, the video image frame to the still
image encoding unit 705. The two types of video image
frames are present. The first video image frame is originally
present in the video image data. The second video image
frame is obtained by causing the converting unit 704 to con-
vert the predicted frame so that the second video image frame
can be independently replayed. For example, for MPEG for-
mat, [ pictures are transferred to the still image encoding unit
705, and video image frames that have been obtained by
causing the converting unit 704 to convert P and B pictures
(that are predicted frames) and can be independently replayed
are transferred to the still image encoding unit 705. The
transferred data are stored in a storage region such as the
RAM 603, the magnetic disk 605 or the optical disc 607.

The converting unit 704 has a function of converting, on the
basis of the first video image frame that can be independently
replayed, the predicted frames that cannot be independently
replayed into the second video image frames that can be
independently replayed. For example, the converting unit 704
converts, on the basis of an I picture (that can be indepen-
dently replayed) of data in MPEG format, P and B pictures
(predicted frames) of the data in MPEG format into indepen-
dently replayable video image frames. In this case, each of P
pictures is converted on the basis of an I or P picture that
precedes the P picture. Each of the B pictures is converted on
the basis of an I or P picture preceding the B picture and of an
Tor P picture succeeding the B picture. The converted frames
are stored in a storage region such as the RAM 603, the
magnetic disk 605, the optical disc 607 or the like.

The still image encoding unit 705 has a function of encod-
ing the first or second video image frame into an image data
on the basis of the image format. Specifically, for example,
the still image encoding unit 705 encodes, into still images on
the basis of the image format, a frame (that is an I picture of
data in MPEG format) and video image frames obtained by
converting P and B pictures of the data in MPEG format. As
the image format, JPEG format, JPEG 2000 format, Portable
Network Graphic (PNG) format, Graphics Interchange For-
mat (GIF) and the like can be used. The encoded still images
are stored in a storage region such as the RAM 603, the
magnetic disk 605, the optical disc 607 or the like.

The digest information generating unit 706 has a function
of'generating summary information (synonymous with digest
information) for each of image data encoded by the still image
encoding unit 705. In addition, when the receiving unit 701 of
the digital signature verifying unit 503 receives encoded
image data, the digest information generating unit 706 may
generate summary information for the received image data.

Specifically, for example, the digest information generat-
ing unit 706 generates digest information on the basis of still
images encoded in JPEG format. In this case, the digest
information generating unit 706 generates a digest informa-
tion for each of frames included in video image data. The
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generated digest information are stored in a storage region
such as the RAM 603, the magnetic disk 605, the optical disc
607 or the like.

The encoding parameter holding unit 707 has a function of
holding at least one parameter that is related to encoding of
data into a still image in order for the still image encoding unit
705 to encode the data into the still image. For example, the
parameter is information that is necessary to encode the data
into JPEG format. Specifically, for example, the parameter is
a compression rate, a quality level, a color depth, luminance
or the like. The compression rate and the quality level may
affect the quality of an image, while the color depth and the
luminance may affect the color and brightness of the image.
The encoding parameter holding unit 707 holds such a value
as the parameter and uses the parameter in order to encode the
data into the still image. The parameter is stored in a storage
region such as the RAM 603, the magnetic disk 605, the
optical disc 607 or the like.

The digital signature generating unit 708 has a function of
generating a digital signature for information that is to be
digitally signed and includes the digest information generated
by the digest information generating unit 706. The informa-
tion to be digitally signed, which includes the digest informa-
tion, may include the parameter held by the encoding param-
eter holding unit 707. Specifically, for example, the digital
signature generating unit 708 generates a digital signature for
a group of digest information that have been generated for a
number n of frames, respectively. The generated digital sig-
nature is stored in a storage region such as the RAM 603, the
magnetic disk 605, the optical disc 607 or the like.

The storage unit 709 has a function of storing the digital
signature generated by the digital signature generating unit
708 and the information to be digitally signed. The original
video image information received by the receiving unit 701
may be stored in the storage unit 709. Regions in which the
digital signature, the information to be digitally signed and
the like are stored are the video image management database
301, the video image management database 501, and the like.
The video image management database 301 is located in a
storage region such as the RAM 603, the magnetic disk 605,
the optical disc 607 or the like of the digital signature gener-
ating device 103. The video image management database 501
is located in a storage region such as the RAM 603, the
magnetic disk 605, the optical disc 607 or the like of the
digital signature verifying device 107. The digital signature,
the information to be digitally signed and the like may be
stored in a storage region other than the digital signature
generating device 103 and the digital signature verifying
device 107.

The digital signature verifying unit 710 has a function of
verifying the validity of image data (to be verified) using a
group of the summary information generated by the digest
information generating unit 706. In addition, the digital sig-
nature verifying unit 710 has a function of confirming the
validity of a digital signature. The group of generated sum-
mary information is a group of digest information generated
when video image data is generated, for example. The gen-
erated summary information are summary information gen-
erated from the video image data that is not altered. When the
video image recording terminals 104 and the digital signature
generating device 103 cannot occasionally communicate
with each other and the digital signature generating unit 103
receives video image data, the digest information generating
unit 706 generates digest information and the digital signa-
ture verifying unit 710 treats the generated digest information
as a group of generated summary information.
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When the encoding parameter holding unit 707 has param-
eters, the digital signature verifying unit 710 may verify the
validity of image data (to be verified) using summary infor-
mation generated on the basis of a group of the parameters.
When the parameter group used for the generated summary
information matches a parameter group used for digest infor-
mation generated on the basis of still images to be verified,
still images that are generated in a process of generating a
digital signature are the same as still images that are generated
in a process of verifying the digital signature.

Specifically, for example, the digital signature verifying
unit 503 performs a verifying process by comparing a digest
information generated on the basis of a still image (to be
verified) with a group of a number n of digest information
generated from video image data that includes a number n of
frames. Then, the digital signature verifying unit 503 con-
firms whether or not a frame of the still image (to be verified)
matches any of frames that are included in the video image
data. When the frame of the still image (to be verified)
matches any ofthe frames that are included in the video image
data, it is possible to ensure the validity of the image data. The
verification result is stored in a storage region such as the
RAM 603, the magnetic disk 605, the optical disc 607 or the
like.

The digital signature generating unit 403 that is included in
the video image extracting device 105 has substantially the
same functions as the digital signature generating unit 303. In
addition, the digital signature verifying unit 404 that is
included in the video image extracting device 105 has sub-
stantially the same functions as the digital signature verifying
unit 503.

FIG. 8 is a diagram illustrating the outline of a digital
signature algorithm. The digital signature device divides
original data 801 into partial data, calculates a hash group of
the partial data, and generates a hash information group 802.
The generated hash information group 802 is information to
be digitally signed. The hash information group 802 is digi-
tally signed by the digital signature device to form a digital
signature. The hash information group 802 and the digital
signature comprise digital signature information 803 of the
digital signature device.

The extracting device extracts a partial data from the data
digitally signed by the digital signature device so as to gen-
erate extracted data 804. After that, the extracting device
performs the same operation as the digital signature device.
Specifically, the extracting device generates a hash informa-
tion group 805 from the extracted data 804. The hash infor-
mation group 805 is digitally signed by the extracting device
to form a digital signature. The hash information group 805
and the digital signature constitute digital signature informa-
tion 806 of the extracting device.

The verifying device verifies the completeness of the hash
information group 802 by the digital signature (of the digital
signature device) included in the digital signature informa-
tion 803 of the digital signature device. In addition, the veri-
fying device verifies the completeness of the hash informa-
tion group 805 by the digital signature (of the extracting
device) included in the digital signature information 806 of
the extracting device. Next, the verifying device generates a
hash information group from the disclosed partial data and
verifies that the generated hash information group matches
the hash information group 805. Lastly, the verifying device
compares the hash information group 802 generated by the
digital signature device with the hash information group 805
of the data extracted by the extracting device. It is apparent
from the comparison that a range 808 of the hash information
group of the data extracted by the extracting device is
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included in a range 807 of the original data 801. If the hash
information of the extracted data 804 is not included in the
hash information of the original data 801, the partial data is an
altered data.

FIG. 9 is a diagram illustrating an example of types of
images included in compressed video image data and the
arrangement of the images. Frames that comprise the com-
pressed video image data are mainly classified into a video
image frame that can be independently replayed, and pre-
dicted frames that each include data on a difference from the
video image frame. The predicted frames cannot be replayed
independently.

According to the MPEG standard, the video image frame
that can be independently replayed is called an I picture,
while the predicted frames are called P and B pictures. |
pictures include all compressed image data that is necessary
to be displayed. The I pictures each include an instantaneous
decoding refresh picture that has been newly added to the
H.264/AVC standard. In the following description, an I pic-
ture and an IDR picture are simply regarded as an I picture.
Characteristics of the pictures are described later. In FIG. 9,
the I picture is a frame 901. In addition, the P pictures are
frames 904 and 905, and the B pictures are frames 902 and
903 in FIG. 9.

The P and B pictures are also called inter-frame predicted
images. The P pictures are each obtained by referencing an
image included in an I or P picture that immediately precedes
the P picture and has been decoded. The P pictures each have
information (predicted difference information) on a predicted
difference from the referenced picture that precedes the P
picture. For example, the converting unit 704 converts the
frame 904 into an independently replayable frame by refer-
encing an image included in the frame 901 (I picture). In
addition, for example, the converting unit 704 converts the
frame 905 into an independently replayable frame by refer-
encing an image included in the frame 904 (P picture).

In this manner, the converting unit 704 performs forward
inter-frame prediction by referencing a frame preceding a P
picture so as to convert the P picture into an independently
replayable frame. In order to perform the forward inter-frame
prediction on a certain P picture, the following frame is ref-
erenced: a frame that is an I or P picture that immediately
precedes the certain P picture. When the compressed video
image data is data in H.264/AVC format, a frame that pre-
cedes the I or P picture immediately preceding the certain P
picture can be referenced in order to perform the forward
inter-frame prediction on the certain P picture.

The B pictures are each obtained by referencing an image
included in an I or P picture that immediately precedes the B
picture and has been decoded and referencing an image
included in an I or P picture that immediately succeeds the B
picture and has been decoded. The B pictures each have
information (predicted difference information) on a predicted
difference from the referenced pictures. For example, the
converting unit 704 converts the frame 902 into an indepen-
dently replayable frame by referencing an image included in
the frame 901 (I picture) and an image included in the frame
904 (P picture). The same applies to the frame 903.

In this manner, the converting unit 704 performs bi-direc-
tional prediction by referencing frames (preceding and suc-
ceeding a B picture) so as to convert the B picture into an
independently replayable frame. In order to perform the bi-
directional prediction on a certain B picture, the following
frames are referenced: a frame that is an I or P picture that
immediately precedes the certain B picture and a frame that is
an [ or P picture that succeeds the certain B picture. When the
compressed video image data is data in H.264/AVC format,
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the following frames can be referenced in order to perform the
bi-directional prediction on the certain B picture: a frame
(preceding an I or P picture that immediately precedes the
certain B picture); and a frame (succeeding an I or P picture
that immediately succeeds the certain B picture).

Thus, a duplicated portion of the referenced frame and the
P picture, which is not changed with respect to time, can be
removed by acquiring the difference between the referenced
frame (preceding the P picture) and the P picture, while a
duplicated portion of the referenced frames and the B picture,
which is not changed with respect to time, can be removed by
acquiring the difference between the referenced frames (pre-
ceding and succeeding the B picture) and the B picture.
Therefore, the video image data is compressed at a high
compression rate. As illustrated in FIG. 9, some images are
grouped as the minimum unit (called a group of pictures
(GOP)) of avideo image. In the example illustrated in FIG. 9,
the number of the GOP is 9. Each GOP can be independently
replayed on a GOP basis. The GOP is a structure that allows
amiddle portion of the video image to be edited and start to be
replayed.

A function of the IDR picture is described below. As
described above, for data in H.264/AVC, a certain P picture is
obtained by referencing a frame that precedes an I or P picture
immediately preceding the certain P picture, while a certain B
picture is obtained by referencing a frame that precedes an I or
P picture immediately preceding the certain B picture and
referencing a frame that succeeds an I or P picture immedi-
ately succeeding the certain B picture. Thus, it is not always
ensured that the video image starts to be replayed from an I
picture. To avoid this problem, IDR pictures are provided.
When the video image decoding unit 702 receives an IDR
picture, the video image decoding unit 702 clears a buffer in
which reference frames are stored. Thus, it is ensured that the
video image starts to be replayed from an IDR picture. Since
the reference frames are cleared, the P picture is not obtained
by referencing a frame that precedes an IDR picture preced-
ing the P picture. In addition, the B picture is not obtained by
referencing a frame that precedes an IDR picture preceding
the B picture. Furthermore, the B picture is not obtained by
referencing a frame that succeeds an IDR picture succeeding
the B picture.

FIG. 10 is a diagram illustrating an example of conversion
of P and B pictures (included in compressed video image
data) into independent images. As illustrated by reference
numeral 1001, the compressed video image data includes
frames that are to be referenced and is arranged in order of the
frames. The video image decoding unit 702 analyzes the
compressed video image data for each of the frames 1005,
1006 and 1007. As a specific example of the analysis, data in
MPEG format is entropy coded by discrete cosine transform
(DCT), and the video image decoding unit 702 performs
inverse DCT so as to decode the encoded data and analyzes
the data for each of frames.

In the example illustrated in FIG. 10, the frame 1005 is an
I picture, the frame 1006 is a P picture, and the frame 1007 is
a B picture. Subsequently, the video image decoding unit 702
changes the order of the frames 1005 to 1007 so that the
frames 1005, 1007 and 1006 are arranged in chronological
order (illustrated by reference numeral 1002).

Next, the conversion of the P and B pictures into indepen-
dent images is described. Reference numeral 1003 indicates
the video image information in which the frames are yet to be
decoded. The video image information illustrated by refer-
ence numeral 1003 has an image included in the frame 1005
and predicted difference information included in the frames
1007 and 1006. The frame 1005 that is the I picture includes
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all the image data. The frame 1006 that is the P picture
includes the information (predicted difference information)
on the difference from the frame 1005. In addition, the frame
1007 that is the B picture includes the information (predicted
difference information) on the difference from the frame
1005. Reference numeral 1004 indicates the video image
information in which the frames have been decoded so as to
form video image frames. The converting unit 704 converts
the frames 1006 and 1007 into video image frames 1006' and
1007' that can be independently replayed.

Specifically, the converting unit 704 writes the frame 1006
(that includes the difference) over the frame 1005 so as to
generate the video image frame 1006'. In a similar manner,
the converting unit 704 writes the frame 1007 (that includes
the difference) over the frames 1005 and 1006 so as to gen-
erate the video image frame 1007'.

The P and B pictures each include the predicted difference
information and motion compensation information. The
motion compensation information indicates the distance of
the movement of an image portion from a reference picture or
an [ or P picture in a specific range. In the example illustrated
in FIG. 10, the frames are decoded to form the video image
frames after the frames are acquired in chronological order
for convenience of the explanation. However, the frames may
be acquired in chronological order after the frames are
decoded to form the video image frames.

FIG. 11 is a diagram illustrating the outline of a process of
generating a digital signature for original video image infor-
mation. The digital signature generating unit 303 receives
original video image information 1101. Then, the video
image decoding unit 702 analyzes the original video image
information 1101 for each of frames included in the original
video image information 1101 and arranges the frames in
chronological order. The original video image information
1101 is stored in the storage unit 709. The transfer unit 706
transfers, to the converting unit 704, P and B pictures that are
frames included in the original video image information
1101. The transfer unit 706 transfers, to the still image encod-
ing unit 705, I and IDR pictures that are the other frames
included in the original video image information 1101.

The frames that are transferred to the converting unit 704
are converted into independently replayable video image
frames by the converting unit 704. The independently replay-
able video image frames are indicated by F2, F3, ..., Fn. The
method for the conversion is described above with reference
to FIG. 10. The format of the independently replayable video
image frames may be substantially the same as the IDR pic-
tures or may be based on an uncompressed image format.

Next, in the digital signature generating device 103, the
still image encoding unit 705 encodes the video image frames
converted by the converting unit 704 and the video image
frames (that are I and IDR pictures) transferred from the
transfer unit 703 so as to generate still images. The generated
still images are indicated by J1,J2,J3, .. ., Jn. The still image
encoding unit 705 may acquires encoding parameter infor-
mation 1102 from the encoding parameter holding unit 707,
reference a parameter value included in the encoding param-
eter information 1102, and encode the frames on the basis of
the parameter value.

The reason that the parameter information is acquired is as
follows. Any of the images is extracted as a still image from
the original video image information, and it is necessary to
ensure that the extracted still image is a part of the original
video image information and is not altered. Thus, the same
encoding scheme may be used to encode frames on the basis
of the image format.
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Specifically, for example, in order to encode video image
frames into JPEG format that is an image format, different
encoding schemes may be used to encode the video image
frames depending on software or a tool, which is used to
encode the video image frames. When different encoding
schemes are used, digital data that is different from original
data may be generated while the naked eye cannot distinguish
the difference between the generated digital data and the
original data. This effect can be substantially prevented when
the same encoding scheme is used for the process of gener-
ating a digital signature and the process of verifying the
digital signature.

As described in the explanation of the encoding parameter
holding unit 707 illustrated in FIG. 7, the information that is
necessary to encode data into JPEG format includes a com-
pression rate, a quality level, a color depth and luminance.
The compression rate and the quality level may affect the
quality of an image, while the color depth and the luminance
may affect the color and brightness of the image. The infor-
mation is predetermined, pre-stored in the digital signature
generating device 103, and acquired when necessary. As
parameters other than the aforementioned parameters, the
digital signature generating device 103 may includes settings
for progressive JPEG format and settings for non-progressive
JPEG format. The digital signature generating device 103
may includes, as parameters, settings and the like for floating-
point arithmetic, high-precision integer arithmetic, or high-
speed integer arithmetic. The floating-point arithmetic, the
high-precision integer arithmetic, or the high-speed integer
arithmetic is used for DCT that is performed to encode data
into JPEG format.

The digital signature generating device 103 may includes
the parameters for each of pieces of original video image
information. It is assumed that original video image informa-
tion includes a video image of a scene in which a bridge is
inspected. In this assumption, when the video image is
recorded at a shadowy location while the brightness is close to
0%, and the still image encoding unit 705 encodes frames
included in the original video image information so that the
brightness is set to a value close to 100%, encoded still images
can be easily viewed. In this manner, the digital signature
generating device 103 may include the parameters for each of
files so that a specific parameter setting is used for original
video image information obtained under a specific condition
and anormal parameter setting is used for other original video
image information.

In the above description, JPEG format is used as an
example. The still image encoding unit 705 (illustrated in
FIG. 7) may use another still image format as described
above. The digital signature generating device 103 may
include parameters for each of formats, and the still image
encoding unit 705 may perform encoding on the basis of each
of the formats.

In the digital signature generating device 103, the digest
information generating unit 706 generates a digest informa-
tion piece for each of still images encoded by the still image
encoding unit 705. Specifically, the digital signature generat-
ing device 103 generates a digest information H1, a digest
information H2, . . . , a digest information Hn. The digital
signature generating unit 708 generates a digital signature for
a group of the generated digest information. The digest infor-
mation and the digital signature comprise digital signature
information. The generated digital signature information is
stored in the storage unit 709.

Inorderto reliably ensure the originality of the video image
information, the digest information and the encoding param-
eter information used by the still image encoding unit 705
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may be regarded as information to be digitally signed, and the
digital signature generating unit 708 may generate a digital
signature for the information to be digitally signed.

A one-way hash function can be used to generate the digest
information, while Rivest Shamir Adleman (RSA) that is an
algorithm for public-key cryptography can be used to gener-
ate the digital signature. The one-way hash function is any of
algorithms such as MDS5, SHA-1 and SHA-256, for example.
For example, when SHA-256 is used, digest information of
265 bits (32 bytes) is generated for one message.

When video image data that is replayed at a rate of 30
frames per second (fps) is recorded for approximately one
hour, 108,000 (30 fpsx60 secondsx60 minutes) frames are
stored, for example. In this case, when the SHA-256 algo-
rithm is used, the amount of the video image data is 108,000x
32 bytes (=3.5 megabytes). The digital signature information
includes the information of approximately 3.5 megabytes and
information on the digital signature generated using RSA.
Thus, the data amount of the digital signature information is
approximately 4 megabytes. Thus, it is possible to ensure the
originality of video image information while information
with a small amount is stored compared with the video image
information.

The process of generating the digital signature for the
original video image information is performed by the afore-
mentioned operations. The process illustrated in FIG. 11 is
described later in detail with reference to FIGS. 22 and 23.

FIG. 12 is a diagram illustrating the outline of the process
of verifying the digital signature for the original video infor-
mation. The digital signature verifying device 107 acquires
the original video image information 1101 and the digital
signature information for the original video image informa-
tion 1101 from the storage unit 709. The digital signature
verifying unit 710 uses the digital signature information for
the original video image information 1101 so as to verify that
the acquired video image information 1101 is not altered.

The process of generating digest information from original
video image information is performed in the same manner in
the process of verifying the digital signature for the original
video image information and in the process for generating the
digital signature for the original image information. Specifi-
cally, the video image decoding unit 702 analyzes the original
video image information 1101 for each of the frames and
arranges the frames in chronological order. Then, the transfer
unit 703 transfers P and B pictures to the converting unit 704
and transfers I and IDR pictures to the still image encoding
unit 705.

The frames that are transferred to the converting unit 704
are converted into independently replayable video image
frames by the converting unit 704. In this manner, the digital
signature verifying device 107 generates the video image
frames (I pictures, IDR pictures) transferred from the transfer
unit 703 and the video image frames obtained by the conver-
sion performed by the converting unit 704. The independently
replayable video image frames are indicated by F2, F3, .. .,
Fn. In the digital signature verifying unit 107, the still image
encoding unit 705 encodes the video image frames converted
by the converting unit 704 and the video image frames (that
are I and IDR pictures) transferred from the transfer unit 703
s0 as to generate still images. The generated still images are
indicated by J1, J2, J3, . . ., Jn. The still image encoding unit
705 may acquires encoding parameter information 1102 from
the encoding parameter holding unit 707, reference a param-
eter value included in the encoding parameter information
1102, and encode the frames on the basis of the parameter
value.
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In the digital signature verifying device 107, the digest
information generating unit 706 generates a digest informa-
tion for each of the encoded still images. Lastly, in the digital
signature verifying device 107, the digital signature verifying
unit 710 performs a comparison process 1201 on each of the
digest information so as to compare the generated digest
information with the digest information acquired from the
storage unit 709. When all the generated digest information
match the digest information acquired from the storage unit
709, the digital signature verifying device 107 can confirm
that the original video image information is not altered. The
process of veritying the original video image information is
performed by the aforementioned operations. The process
illustrated in FIG. 12 is described later in detail with reference
to FIG. 25.

FIG. 13 is a diagram illustrating the outline of the process
of generating a digital signature for extracted still image
video information. As illustrated in FIG. 13, in the present
embodiment, a digest information is generated on the basis of
a still image J5550 as an example. The video image extracting
device 105 performs an operation 1301 so as to acquire the
still image J5550 as extracted still image information. The
video image extracting device 105 generates a digest infor-
mation H5550.

In addition, the video image extracting device 105 causes
the acquired still image to be stored in the storage unit 709.
Then, the video image extracting device 105 treats the gen-
erated digest information H5550 as information to be digi-
tally signed, and the digital signature generating unit 708
generates a digital signature for the extracting terminal 106
from the generated digest information H5550. The video
image extracting device 105 performs an operation 1302 so
that the digest information H5550 and the generated digital
signature is constituted by digital signature information for
the extracted still image information and the digital signature
information is stored in the storage unit 709. In substantially
the same manner as the process of generating the digital
signature information for the original video image informa-
tion, the digital signature information may include, as infor-
mation to be digitally signed, the encoding parameter infor-
mation 1102 used by the still image encoding unit 705. The
process of generating the digital signature for the extracted
still image information is performed by the aforementioned
operations. The process illustrated in FIG. 13 is described
later with reference to FIG. 26.

The still image that is extracted by the aforementioned
operation is pasted in digital data on a report, for example.
When a still image is extracted, it is possible to disclose only
necessary information, and the size of a file can be reduced
compared with the original video image information.

FIG. 14 is a diagram illustrating the outline of the process
of verifying the digital signature for the extracted still image
information. The digital signature verifying device 107 per-
forms an operation 1401 so as to acquire the still image J5550
(extracted still image information) and the digital signature
information for the extracted still image information from the
storage unit 709. The digital signature information for the
extracted still image information includes the digest informa-
tion H5550 and the digital signature for the extracting termi-
nal 106. First, in the digital signature verifying device 107, the
digital signature verifying unit 710 verifies the digital signa-
ture (added to the digital signature information for the
extracted still image information) and confirms whether or
not the digital signature information for the extracted still
image information is altered.

Next, in the digital signature verifying device 107, the
digest information generating unit 706 generates a digest
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information on the basis of the still image J5550. After the
generation of the digest information, in the digital signature
verifying device 107, the digital signature verifying unit 710
performs a comparison process 1402 so as to compare the
generated digest information with the digest information
H5550. When the generated digest information matches the
digest information H5550, the digital signature verifying
device 107 can confirm that the extracted still image infor-
mation is not altered after the extracted still image informa-
tion is generated. The process of verifying the digital signa-
ture for the extracted still image information is performed by
the aforementioned operations. The process illustrated in
FIG. 14 is described later with reference to FIG. 28.

FIG. 15 is a diagram illustrating the outline of a process of
verifying that the extracted still image information is a part of
the original video image information. The digital signature
verifying device 107 performs an operation 1501 so as to
acquire the digital signature information for the original
video image information 1101 and the digital signature infor-
mation for the extracted still image information from the
storage unit 709. After the acquisition, the digital signature
verifying device 107 performs a comparison process 1502 so
as to compare the digest information H5550 included in the
digital signature information for the extracted still image
information with the digest information H5550 that is
included in a group of digest information included in the
digital signature information for the original video image
information 1101. When the digest information H5550
matches each other, the digital signature verifying device 107
can ensure that the extracted still image information is a part
of the original video image information.

In the example described above, since it is obvious that the
extracted still image information is information on the 5550-
th frame based on the first frame of the original video image
information, the digest information H5550 that corresponds
to the 5550-th frame (frame 5550) is acquired from the group
of'digest information of the original video image information.
When the position of a frame corresponding to the extracted
still image information in the original video image informa-
tion is not obvious, the digital signature verifying device 107
performs the comparison process 1502 on the frames in order
from the first frame. When a frame that matches the frame
corresponding to the extracted still image information is
present, the digital signature verifying device 107 may ensure
that the extracted still image information is a part of the
original video image information. In a flowchart (described
later) illustrated in FIG. 29, it is assumed that the position of
a frame corresponding to the extracted still image informa-
tion in the original video image information is not obvious.

In the process of generating the digital signature for the
extracted still image information, the information to be digi-
tally signed may include the digest information and a frame
number, and the digital signature for the extracted still image
information may be generated. In the process of verifying the
digital signature, the frame number may be acquired from the
information (to be digitally signed) for the extracted still
image information and the position of the frame in the origi-
nal video image information may be determined. The process
of'veritying that the extracted still image information is a part
of the original video image information is performed by the
aforementioned operations. The process illustrated in FIG. 15
is described later in detail with reference to FIG. 29.

FIG. 16 is a diagram illustrating an operation of extracting
original video image information. When a user press a PRE-
VIEW button of the extracting terminal 106, the extracting
terminal 106 replays extracted still image information. Then,
when the user specifies a cut point, a still image can be
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extracted while the user views the image. As a method for
extracting a still image, when a seek bar is operated, the
extracting terminal 106 changes the time of the original video
image information to the cut point.

Then, when the user presses an EXTRACT SET button of
the extracting terminal 106 while the time of the original
video image information is set to the cut point, the extracting
terminal 106 sets the cut point. This operation determines the
cut point. Then, when the user presses an EXTRACT RUN
button of the extracting terminal 106, the extracting terminal
106 generates extracted still image information that corre-
sponds to the cut point.

FIG. 17 is a diagram illustrating a screen for selection of
still image information to be verified and digital signature
information. The verifying terminal 108 selects extracted still
image information, digital signature information for original
video image information and digital signature information for
the extracted still image information. When a user presses
REFERENCE buttons for fields, the user can select informa-
tion from the fields on Explorer and the like. Specifically,
when the REFERENCE buttons are pressed, the verifying
terminal 108 references and selects extracted still image
information stored in the video image management database
501 included in the digital signature verifying unit 107. In the
process of verifying a digital signature for extracted still
image information in the present embodiment, the extracted
still image information, the digital signature information for
the original video image information, and the digital signa-
ture information for the extracted still image information are
necessary.

When a VERIFY RUN button is pressed, the verifying
terminal 108 performs a process of verifying a digital signa-
ture for selected extracted still image information. In the
present embodiment, the user selects digital signature infor-
mation for original video image information and digital sig-
nature information for extracted still image information in the
verifying terminal 108. When the user selects only extracted
still image information without consideration of the digital
signature information, the verifying terminal 108 may per-
form the process of verifying a digital signature for the
selected extracted still image information.

For example, titles that allow the user to easily predict and
identify the contents of extracted still image information may
be added to the verifying terminal 108, and the verifying
terminal 108 may generate a list of the titles. The user may
select extracted still image information from the list. In this
case, the verifying terminal 108 may have link information
that allows to identify that still image information selected
from the list matches any of still image information stored in
the video image management database 501 included in the
digital signature verifying device 107.

FIG. 18 is a diagram illustrating the result of the verifica-
tion of the digital signature for the extracted still image infor-
mation. The verifying terminal 108 references the verification
result and confirms whether or not the extracted still image
information is a part of the original video image information.
In addition, the verifying terminal 108 displays the cut point
(indicated by VERIFY 1 in FIG. 18) that indicates the posi-
tion of the extracted still image information in the original
video image information. Furthermore, the verifying terminal
108 displays a message (indicated by VERIFY 1 in FIG. 18)
indicates whether or not the extracted still image information
is altered. Thus, the user can confirm the originality of the
extracted still image information.

The veritying terminal 108 can confirm each of digital
signatures and thereby confirm a device that has generated
original video image information (or confirm a person who
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has operated a device to cause the device to generate the
original video image information). Then, the verifying termi-
nal 108 can display the device (or the person) (indicated by
VERIFY 2 in FIG. 18). In addition, the verifying terminal 108
can confirm a digital signature and thereby confirm a device
that has extracted still image information (or confirm a person
who has operated a device to cause the device to extract the
still image information). Then, the verifying terminal 108 can
display the device (or the person) (indicated by VERIFY 2 in
FIG. 18). In the present embodiment, it can be confirmed that
the original video image information is generated by the
video image recording terminal 104 and the extracted still
image information is generated by the extracting terminal
106.

The system uses the aforementioned devices and configu-
rations and performs the five processes: the process of gen-
erating original video image information; the process of veri-
fying a digital signature for the original video image
information; the process of generating extracted still image
information; the process of acquiring the extracted still image
information; and the process of verifying a digital signature
for the extracted still image information. In the process of
generating original video image information, the process of
generating a digital signature for the original video image
information is performed. In the process of generating the
digital signature for the original video image information, the
process of decoding a video image included in the original
video image information, the process of generating indepen-
dent frames, and the process of generating the digital signa-
ture are performed. In the process of verifying the digital
signature for the original video image information, the pro-
cess of decoding the video image included in the original
video image information, and the process of generating the
independent frames are performed. The processes are
described later with reference to flowcharts illustrated in
FIGS. 1910 29. Dashed arrows in the flowcharts each indicate
that data is transmitted from a device and received by another
device.

In the process of generating extracted still image informa-
tion, after the process of veritying the digital signature for the
original video image information is performed, the process of
generating a digital signature for the extracted still image
information and the process of generating a digital signature
are performed. In the process of extracting still image infor-
mation, after the process of verifying the digital signature for
the original video image information is performed, the pro-
cess of verifying the digital signature for the extracted still
image information and the process of verifying that the
extracted still image informationis a part of the original video
image information are performed. In the process of verifying
a digital signature for extracted still image information, the
process of veritying the digital signature for the extracted still
image information is performed. In the process of generating
a digital signature and the process of verifying the digital
signature, after a process (described later with reference to
FIG. 19) of registering a public key for the digital signature is
performed, a process (described later with reference to FIG.
20) of transmitting and receiving information including the
digital signature is performed and a verifying process is per-
formed by a receiving device.

FIG. 19 is a flowchart of the process of registering a public
key for a digital signature. FIG. 19 illustrates the process of
registering a public key in a transmitting device and the
authenticating device 102. In the present embodiment, the
digital signature generating device 103 and the video image
extracting device 105 each serve as the transmitting device
that transmits a digital signature.
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First, the transmitting device generates a pair of keys (pri-
vate key and public key) (§1901). Subsequently, the transmit-
ting device receives information (certificate issuance request
information) on a request for issuing a certificate (S1902).
The received information is information related to the video
image recording terminal 104 and the extracting terminal
106. When the plurality of video image recording terminals
104 are present, the transmitting device may receive the cer-
tificate issuance request information for each of the video
image recording terminals 104. In addition, when multiple
users use the extracting terminal 106, the transmitting device
may receive certificate issuance request information for each
of'the users and use different public keys for the users. After
the transmitting device receives the certificate issuance
request information, the transmitting device transmits the
received certificate issuance request information and the pub-
lic key to the authenticating device 102 (S1903).

The communicating unit 204 that is included in the authen-
ticating device 102 receives the certificate issuance request
information and the public key (S1904). The certificate issu-
ing unit 202 that is included in the authenticating device 102
generates a public key certificate that includes the public key
(S1905) and stores the generated public key certificate in the
public key database 201 (S1906). After that, the certificate
issuing unit 202 controls the communicating unit 204 so that
the communicating unit 204 transmits the issued public key
certificate through the network 101 to the transmitting device
that has transmitted the certificate issuance request informa-
tion (S1907).

The transmitting device receives the public key certificate
(S1908) and stores, in a storage region included in the trans-
mitting device, the private key generated in S1901 and the
public key certificate issued by the authenticating device 102
(S1909). Then, the transmitting device terminates the pro-
cess. The storage region that is included in the digital signa-
ture generating device 103 is a storage region included in the
digital signature generating unit 303, while the storage region
that is included in the video image extracting device 105 is a
storage region included in the digital signature generating
unit 403.

FIG. 20 is a flowchart of the process of transmitting and
receiving information including a digital signature and a veri-
fying process that is performed by a receiving device. FIG. 20
illustrates the process in which information that includes a
digital signature is transmitted from the transmitting device
and received by the receiving device. In addition, FIG. 20
illustrates the process in which the digital signature is verified
by the receiving device and the authenticating device 102. In
the present embodiment, the digital signature generating
device 103 and the video image extracting device 105 each
serve as the transmitting device. In addition, in the present
embodiment, the receiving device that receives the informa-
tion from the digital signature generating device 103 is the
video image extracting device 105, while the receiving device
that receives the information from the video image extracting
device 105 is the digital signature verifying device 107.

The transmitting device encrypts summary information
(hash information) (obtained from information to be digitally
signed) using the private key stored in the storage region
(S2001). The encrypted information is a digital signature.
Subsequently, the transmitting device transmits the informa-
tion to be digitally signed, the digital signature and the public
key certificate (stored in the storage region) to the receiving
device (S2002).

The receiving device receives the information to be digi-
tally signed, the digital signature and the public key certificate
(S2003). Then, the receiving device transmits the public key
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certificate to the authenticating device 102 in order to confirm
the validity date, revocation information and the like of the
received public key certificate (S2004). In the present
embodiment, the authenticating device 102 supports a series
of functions of issuing and verifying certificates. Next, the
authenticating device 102 receives the public key certificate
(82005), verifies the validity of the public key certificate
(82006) and transmits the verification result to the receiving
device (S2007).

The receiving device receives the verification result
(S2008) and confirms whether or not the verification result
indicates that the public key certificate is valid (S2009). When
the verification result indicates that the public key certificate
is not valid (No in S2009), the receiving device determines
that it cannot be proved that there is no alteration (S2013).
Then, the receiving device terminates the process. When the
verification result indicates that the public key certificate is
valid (Yes in S2009), the receiving device generates summary
information (hash information) on the basis of the received
information that is to be digitally signed (S2010). Then, the
receiving device decrypts the received digital signature using
the public key (S2011). Then, the receiving device confirms
whether or not the summary information generated on the
basis of the information to be digitally signed matches a value
obtained by encrypting the digital signature using the public
key (S2012).

When the summary information generated on the basis of
the information to be digitally signed does not match the
value obtained by encrypting the digital signature using the
public key (No in S2012), the receiving device causes the
process to proceed to S2013 and terminates the process.
When the summary information generated on the basis of the
information to be digitally signed matches the value obtained
by encrypting the digital signature using the public key (Yes
in S2012), the receiving device determines that it can be
proved that there is no alteration (S2014). Then, the receiving
device maintains the information to be digitally signed
(S2015). Then, the receiving device terminates the process.
When the process proceeds to S2013, the receiving device
may perform an informing process so as to cause the terminal
(operating the receiving device) to display the fact that it
cannot be proved that there is no alteration. In this case, the
terminal that operates the receiving device is the extracting
terminal 106 when the transmitting device is the video image
extracting device 105, while the terminal that operates the
receiving device is the verifying terminal 108 when the trans-
mitting device is the digital signature verifying device 107.

FIG. 21 is a flowchart of the process of generating original
video image information. The video image recording termi-
nal 104 generates original video image information (S2101).
After the generation of the original video image information,
the video image recording terminal 104 confirms whether or
not the video image recording terminal 104 receives a request
(recording termination request) for termination of recording a
video image (S2102). When the video image recording ter-
minal 104 does not receive the recording termination request
(Noin S2102), the video image recording terminal 104 causes
the process to proceed to S2101 and continuously generates
the original video image information. When the video image
recording terminal 104 receives the recording termination
request (Yes in S2102), the video image terminal 104 trans-
mits the generated original video image information to the
digital signature generating device 103 (S2103) and termi-
nates the process.

The digital signature device 103 receives the original video
image information (S2104). The digital signature device 103
performs the process of generating a digital signature for the
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original video image information (S2105). The process of
generating the digital signature for the original video image
information is described in detail with reference to FIG. 22.
After the generation of the digital signature, the digital sig-
nature device 103 stores the original video image information
and the digital signature information in the video image man-
agement database 301 through the video image management
table 302 (S2106). After the storage of the original video
image information and the digital signature information, the
digital signature generating device 103 transmits the original
video image information and the digital signature informa-
tion to the video image extracting device 105 (S2107) and
terminates the process.

The video image extracting device 105 receives the origi-
nal video image information and the digital signature infor-
mation (S2108). The video image extracting device 105
stores the received original video image information and the
received digital signature information in the video image
management database 501 (S2109) through the video image
management table 502 and terminates the process. In the
present embodiment, after the video image recording termi-
nal 104 receives the recording termination request, the video
image recording terminal 104 collectively transmits the origi-
nal video image information. However, the video image
recording terminal 104 may sequentially transmit frames
encoded in MPEG format to the digital signature generating
device 105 on a GOP basis.

FIG. 22 is a flowchart of the process of generating the
digital signature for the original video image information. In
the process of generating the digital signature for the original
video image information, the original video image informa-
tion is acquired from the terminal that has generated the
original video image information. The digital signature gen-
erating device 103 acquires an encoding parameter (S2201).
After the acquisition of the encoding parameter, the digital
signature generating device 103 performs the process of
decoding a video image that is included in the original video
information (S2202). The process of decoding the video
image is illustrated by reference numerals 1001 and 1002 in
FIG. 10. Specifically, the digital signature generating device
103 performs the decoding process in accordance with the
format of the original video image information and deter-
mines whether each of frames included in the original video
image informationisanl, P or B picture. In addition, when the
frames are not arranged in chronological order, the digital
signature generating device 103 changes the arrangement of
the frames so that the frames are arranged in chronological
order and can be acquired in chronological order.

When the digital signature generating device 103 com-
pletes preparation for acquiring the frames from the original
video image information on a frame basis, the digital signa-
ture generating device 103 acquires the first frame (S2203)
and performs the process of generating an independent frame
from the acquired frame (S2204). The process of generating
the independent frame is described with reference to FIG. 23.

The digital signature generating device 103 encodes the
generated independent frame into a still image on the basis of
the encoding parameter (S2205). When the image format is
JPEG, the digital signature generating device 103 performs
JPEG encoding on each of the I, P and B pictures so as to
generate still image information. Subsequently, the digital
signature generating device 103 generates a digest informa-
tion for the encoded still image (S2206). After the generation
of the digest information, the digital signature generating
device 103 confirms whether or not the acquired frame is the
last frame (S2207). When the next frame is present (No in
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S2207), the digital signature generating device 103 acquires
the next frame (in S2208) and causes the process to proceed to
S2204.

When the acquired frame is the last frame (Yes in S2207),
the digital signature generating device 103 generates a digital
signature for the video image recording terminal 104 on the
basis of a group of digest information of all still images
(S2209) and terminates the process.

FIG. 23 is a flowchart of the process of generating an
independent frame. The digital signature generating device
103 and the video image extracting device 105 each perform
the process of generating an independent frame. The digital
signature generating device 103 confirms whether or not the
acquired frame is an I picture (S2301). In this case, the |
picture includes an IDR picture.

When the acquired frame is an [ picture (Yes in S2301), the
digital signature generating device 103 converts the acquired
frame into an independent frame (S2307). When the acquired
frame is a P or B picture (No in S2308), the digital signature
generating device 103 acquires a frame thatis an 1 or P picture
that precedes the acquired frame (S2302). In this case, the [ or
P picture is a picture that precedes the acquired frame in terms
of time.

Next, the digital signature generating device 103 confirms
whether or not the acquired frame is a P picture (S2303).
When the acquired frame is a P picture (Yes in S2303), the
digital signature generating device 103 converts the acquired
frame (P picture) into an independent frame on the basis of the
frame that precedes the acquired frame (S2306). When the
acquired frame is a B picture (No in S2303), the digital
signature generating device 103 acquires a frame that is an [
or P picture that succeeds the B picture (S2304). After the
acquisition, the digital signature generating device 103 con-
verts the acquired frame (B picture) into an independent
frame on the basis of the frame preceding the acquired frame
and the frame succeeding the acquired frame (S2305).

After performing S2307, S2306 or S2305, the digital sig-
nature generating device 103 outputs the independent frame
(S2308) and terminates the process. An example of the con-
version performed in S2307, S2306 and S2305 is the process
of changing the video image information 1003 illustrated in
FIG. 10 to the video image information 1004 illustrated in
FIG. 10.

FIGS. 24A and 24B are a flowchart of the process of
generating extracted still image information. In order to gen-
erate extracted still image information, original video image
information is necessary. FIG. 24A illustrates a process of
acquiring original video image information, while FIG. 24B
illustrates a process of generating extracting still image infor-
mation.

In FIG. 24A, the extracting terminal 106 transmits, to the
video image extracting device 105, an instruction to acquire
original video image information to be extracted (S2401).
After the transmission of the instruction, the extracting ter-
minal 106 stands by until the extracting terminal 106 receives
a response from the video image extracting device 105.

The video image extracting device 105 receives the instruc-
tion to acquire the original video image to be extracted
(S2402). After receiving the instruction, the video image
extracting device 105 acquires the original video image infor-
mation to be extracted and digital signature information for
the original video image information from the video image
management database 401 through the video image manage-
ment table 402 included in the video image extracting device
105 and causes the digital signature verifying unit 404 to
perform the process of verifying the digital signature for the
original video image information (S2403). The process of
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verifying the digital signature for the original video image
information is described in detail with reference to FIG. 25.
The process of verifying the digital signature for the original
video image information is performed in order to confirm
whether or not the original video image information is altered
before the extracting process.

After the process of verifying the digital signature for the
original video image information, the video image extracting
device 105 confirms whether or not the original video image
information is successfully verified (S2404). When the origi-
nal video image information is successfully verified (Yes in
S2404), the video image extracting device 105 transmits the
original video image information to the extracting terminal
106 (S2405). When the original video image information is
not successfully verified (No in S2404), the video image
extracting device 105 transmits an error notification to the
extracting terminal 106 (S2406).

The extracting terminal 106 receives data from the video
image extracting device 105 and confirms the received data
(S2407). When the received data is the original video image
information (Yes in S2407), the extracting terminal 106 dis-
plays the original video image information (S2408). When
the received data is not the original video image information
(No in S2407), the data received by the extracting terminal
106 is the error notification, and the extracting terminal 106
displays the error notification (S2409) and terminates the
process.

Referring to FIG. 24B, the extracting terminal 106 gener-
ates extracted still image information (S2410). The process of
generating the extracted still image information is illustrated
in FIG. 13. The operation of generating the extracted still
image information, which is performed by the extracting
terminal 106, is illustrated in FIG. 16. In the present embodi-
ment, it is assumed that the frame 5550 is extracted. After the
generation of the extracted still image information is com-
pleted, the extracting terminal 106 transmits the generated
extracted still image information to the video image extract-
ing device 105 (S2411).

The video image extracting device 105 receives the
extracted still image information (S2412) and performs a
process of generating a digital signature for the extracted still
image information (S2413). The process of generating the
digital signature for the extracted still image information is
described later with reference to FIG. 26. After the generation
of the digital signature for the extracted still image informa-
tion, the video image extracting device 105 stores a pair of the
extracted still image information and information (digital
signature information) on the digital signature for the
extracted still image information in the video image manage-
ment database 401 through the video image management
table 402 (S2414). Subsequently, the video image extracting
device 105 transmits, to the digital signature verifying device
107, the extracted still image information, the digital signa-
ture information for the extracted still image information, and
information (digital signature information) on the digital sig-
nature for the original video image information (S2415).

The digital signature verifying device 107 receives the
extracted still image information, the digital signature infor-
mation for the extracted still image information, and the digi-
tal signature information for the original video image infor-
mation (S2416). After the reception, the digital signature
verifying device 107 stores the extracted still image informa-
tion, the digital signature information for the extracted still
image information, and the digital signature information for
the original video image information in the video image man-
agement database 501 through the video image management
table 502 (S2417).
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FIG. 25 is a flowchart of the process of verifying the digital
signature for the original video image information. FIG. 12
illustrates the process of verifying the digital signature for the
original video image information. The video image extracting
device 105 performs the process of veritying the digital sig-
nature for the original video image information (S2501).
After the verification, the video image extracting device 105
confirms whether or not the verification result indicates suc-
cess (S2502). When the verification result indicates failure
(No in 82502), the video image extracting device 105 termi-
nates the process and notifies the extracting terminal 106 of
the fact that the original vide image information is altered.

When the verification result indicates success (Yes in
S2502), the video image extracting device 105 acquires the
encoding parameter (S2503). In order for the video image
extracting device 105 to acquire the encoding parameter, it is
necessary that the same information as the encoding param-
eter stored in the digital signature generating device 103 be
stored in the video image extracting device 105.

Subsequently, the video image extracting device 105 per-
forms the process of decoding a video image that is included
in the original video image information (S2504). The process
of decoding the video image that is included in the original
video image information is substantially the same as the
process (of decoding the video image that is included in the
original video image information) indicated by S2202 illus-
trated in FIG. 22. When the video image extracting device 105
completes preparation for acquiring frames from the original
video image information by performing S2504, the video
image extracting device 105 acquires the first frame (S2505)
and performs a process of generating an independent frame
from the acquired frame (S2506). The process of generating
the independent frame is described above with reference to
FIG. 23.

Next, the video image extracting device 105 encodes the
generated independent frame into a still image on the basis of
the encoding parameter (S2507). Specifically, when the
image format is JPEG, the video image extracting device 105
performs JPEG encoding on each of the I, P and B pictures so
as to generate still image information. Subsequently, the
video image extracting device 105 generates a digest infor-
mation for the encoded still image (S2508).

After the generation of the digest information, the video
image extracting device 105 compares the generated digest
information with the digest information included in the digi-
tal signature information for the original video image infor-
mation (S2509) and confirms whether or not the generated
digest information matches any of the digest information
included in the digital signature information for the original
video image information (S2510). When the generated digest
information does not match any of the digest information
included in the digital signature information for the original
video image information (No in S2510), the video image
extracting device 105 terminates the process and informs the
extracting device 106 of the fact that the original video image
information is altered.

When the generated digest information matches any of the
digest information included in the digital signature informa-
tion for the original video image information (Yes in S2510),
the video image extracting device 105 confirms whether or
not the acquired frame is the last frame (S2511). When the
acquired frame is not the last frame (No in S2511), the video
image extracting device 105 acquires the next frame (S2512)
and causes the process to proceed to S2506. When the
acquired frame is the last frame (Yes in S2511), the video
image extracting device 105 determines that the original
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video image information has been successfully verified.
Then, the video image extracting device 105 terminates the
process.

FIG. 26 is a flowchart of the process of generating the
digital signature for the extracted still image information. The
outline of the process of generating the digital signature for
the extracted still image information is described above with
reference to FIG. 13. The video image extracting device 105
generates a digest information for the still image that has been
extracted and encoded (S2601). Subsequently, the video
image extracting device 105 generates a digital signature for
the extracting terminal 106 on the basis of the generated
digest information (S2602).

FIG. 27 is a flowchart of the process of extracting still
image information. The verifying terminal 108 transmits, to
the digital signature verifying device 107, an instruction to
extract still image information (S2701). An example of the
instruction is illustrated in FIG. 17. After the transmission of
the instruction, the verifying terminal 108 stands by until the
verifying terminal 108 receives a response from the digital
signature verifying device 107.

The digital signature verifying device 107 receives the
instruction to extract the still image information (S2702). The
digital signature verifying device 107 acquires the extracted
still image information, the digital signature information for
the original video image information, and the digital signa-
ture information for the extracted still image information
from the video image management database 501 through the
video image management table 502 (S2703). Subsequently,
the digital signature verifying device 107 performs the pro-
cess of verifying the digital signature for the original video
information (S2704). In the process of verifying the digital
signature for the original video image information, the digital
signature verifying device 107 verifies the digital signature
(added to the digital signature information for the original
video image information) and confirms whether or not the
digital signature information for the original video image
information is altered after the generation of the digital sig-
nature information.

After the verification, the digital signature verifying device
107 confirms whether or not the process of verifying the
digital signature information for the original video image
information succeeds (S2705). When the process of verifying
the digital signature information for the original video image
information succeeds (Yes in S2705), the digital signature
verifying device 107 subsequently performs the process of
verifying the digital signature for the extracted still image
information (S2706). The process of verifying the digital
signature for the extracted still image information is
described later in detail with reference to FIG. 28. When the
process of verifying the digital signature for the original video
image information fails (No in S2705), the digital signature
verifying device 107 causes the process to proceed to S2710.

After the verification, the digital signature verifying device
107 confirms whether or not the process of verifying the
digital signature for the extracted still image information
succeeds (S2707). When the process of verifying the digital
signature for the extracted still image information succeeds
(Yes in S2707), the digital signature verifying device 107
subsequently performs the process of verifying that the
extracted still image information is a part of the original video
image information (S2708). The process of verifying that the
extracted still image information is a part of the original video
image information is described later in detail with reference
to FIG. 29. When the process of verifying the digital signature
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for the extracted still image information fails (No in S2707),
the digital signature verifying device 107 causes the process
to proceed to S2710.

After the verification, the digital signature verifying device
107 confirms whether or not the process of verifying that the
extracted still image informationis a part of the original video
image information succeeds (S2709). When the process of
verifying that the extracted still image information is a part of
the original video image information succeeds (Yes in
S2709), the digital signature verifying device 107 transmits,
to the verifying terminal 108, the result of the verification of
the digital signature for the extracted still image information
(S2711). When the process of verifying that the extracted still
image information is a part of the original video image infor-
mation fails (No in S2709), the digital signature verifying
device 107 causes the process to proceed to S2710. When the
answer is No in 82705, S2707 or S2709, the digital signature
verifying device 107 transmits an error notification to the
verifying terminal 108 (S2710).

The verifying terminal 108 receives information from the
digital signature verifying device 107 and confirms whether
or not the received information is the result of the verification
of the digital signature for the extracted still image informa-
tion (S2712). When the received information is the result of
the verification of the digital signature for the extracted still
image information (Yes in S2712), the verifying terminal 108
displays the result of the verification of the digital signature
for the extracted still image information (S2714). An example
of the displayed verification result is described above with
reference to FIG. 18. When the received information is the
error notification (No in S2712), the verifying terminal 108
displays the error notification (S2713).

FIG. 28 is a flowchart of the process of verifying the digital
signature for the extracted still image information. The digital
signature verifying device 107 performs the process of veri-
fying the digital signature for the extracted still image infor-
mation (S2801). S2801 is performed in order to confirm that
the digital signature information for the extracted still image
information is not altered after the generation of the digital
signature information for the extracted still image informa-
tion. The digital signature verifying device 107 confirms
whether or not the process of verifying the digital signature
for the extracted still image information succeeds (S2802).
When the process of verifying the digital signature for the
extracted still image information succeeds (Yes in S2802), the
digital signature verifying device 107 generates a digest
information for the extracted still image information (S2803).
When the process of verifying the digital signature for the
extracted still image information fails (No in S2802), the
digital signature verifying device 107 outputs the verification
result that indicates failure (S2807).

After the generation of the digest information, the digital
signature verifying device 107 compares the generated digest
information with the digest information included in the digi-
tal signature information for the extracted still image infor-
mation (S2804) and confirms whether or not the generated
digest information matches the digest information included in
the digital signature information for the extracted still image
information (S2805). When the generated digest information
matches the digest information included in the digital signa-
ture information for the extracted still image information (Yes
in S2805), the digital signature verifying device 107 outputs
the verification result that indicates success (S2806). When
the generated digest information does not match the digest
information included in the digital signature information for
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the extracted still image information (No in S2805), the digi-
tal signature verifying device 107 causes the process to pro-
ceed to S2807.

FIG. 29 is a flowchart of the process of verifying that the
extracted still image information is a part of the original video
image information. The process illustrated in FIG. 29 is per-
formed when the position of the extracted still image infor-
mation in the original video image information is not obvious.
The case in which the position of the extracted still image
information in the original video image information is obvi-
ous is described after the description of the process illustrated
in FIG. 29.

The digital signature verifying device 107 sets a counter i
to 1 (S2901). The digital signature verifying device 107
acquires digest information of the i-th frame from the digital
signature information for the original video image informa-
tion (S2902). After the acquisition, the digital signature veri-
fying device 107 compares the acquired digest information
with the digest information for the extracted still image infor-
mation (S2903) and confirms whether or not the acquired
digest information matches the digest information for the
extracted still image information (S2904). When the acquired
digest information matches the digest information for the
extracted still image information (Yes in S2904), the digital
signature verifying device 107 determines that the digest
information of the i-th frame matches the digest information
for the extracted still image information. Then, the digital
signature verifying device 107 outputs the verification result
that indicates success (S2908).

When the comparison result indicates that the acquired
digest information does not match the digest information for
the extracted still image information (No in S2904), the digi-
tal signature verifying device 107 confirms whether or not the
i-th frame is the last frame (S2905). When the i-th frame is the
last frame (Yes in S2905), the digital signature verifying
device 107 determines that the acquired digest information
does not match any of the digest information included in the
digital signature information for the original video image
information. Then, the digital signature verifying device 107
outputs the verification result that indicates failure (S2907).
When the i-th frame is not the last frame (No in S2905), the
digital signature verifying device 107 increments the counter
iby 1 (52906) and causes the process to proceed S2902.

When the position of a frame corresponding to the
extracted still image information in the original video image
information is obvious, the digital signature verifying device
107 sets the counter i to the number of the position of the
frame corresponding to the extracted still image information
from the position of the first frame. When the comparison
result indicates that the acquired digest information does not
match the digest information for the extracted still image
information in S2904, the digital signature verifying device
107 performs the same operation as the operation that is
performed when the answer is Yes in S2905. In this manner,
when the position of the frame corresponding to the extracted
still image information in the original video image informa-
tion is obvious, the digital signature verifying device 107
performs the aforementioned operations. Thus, the process of
verifying that the extracted still image information is a part of
the original video image information can be performed at a
high speed when the position of the frame corresponding to
the extracted still image information in the original video
image information is obvious.

As described above, in the digital signature apparatus, the
digital signature method and the digital signature program,
video image data is encoded into an image format on the basis
of predicted frames and frames referenced for prediction so
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that still images are generated, and a summary information is
generated for each of the still images. Thus, the still images
can be normally written.

In addition, a summary information may be generated for a
still image to be verified, and the validity of the still image
may be verified using a group of summary information that
have been already generated. Thus, it can be proven to a third
party that the still image to be verified is a part of the original
video image data and is not altered. In addition, a person who
has operated a device to cause the device to extract the still
image can be clarified from the digital signature for the digital
signature information of the extracted still image informa-
tion. Thus, even when another third party alters the extracted
still image information, adds some data to the extracted still
image information, or the like, it is possible to trace the
alteration, addition or the like.

In addition, at least one parameter is used in order to encode
a frame of video image data into an image format, and the
same parameter may be used in order to encode the frame into
the image format in the process of verifying a digital signa-
ture. Thus, the same still image can be obtained in the process
of'generating the digital signature and the process of verifying
the digital signature, and it is possible to ensure that the still
image is a part of the original video image data. In addition,
when the parameter is set, the extracted still image is more
excellent, for example, can be easily viewed or has a smaller
data size, compared with the case in which the parameter is
not changed.

The video image data is encoded into an image format
according to the inter-frame compression technique. How-
ever, the video image data may not be encoded an image
format according to the inter-frame compression technique.
Specifically, for example, when the video image data is
encoded into Motion JPEG format, and digest information are
generated without changing frames, it is possible to perform
normal writing and ensure the originality of the video image
data. When the video image data is applied to the present
embodiment, or when a digest information is generated for
each of the frames after one of the parameters, luminance, is
changed, the still image is more excellent, for example, can be
more easily viewed or has a smaller data size, compared with
the case in which the parameter is not changed.

The digital signature method described in the present
embodiment can be achieved by causing a computer (such as
a personal computer or a work station, for example) to
execute the prepared program. The digital signature program
is stored in a storage medium (such as a hard disk, a flexible
disk, a CD-ROM, an MO or a DVD, for example) that can be
read by the computer. However, a transitory transmission
medium such as a propagation signal is not included in the
storage medium here. The digital signature program is
executed by causing the computer to read the storage
medium. In addition, the digital signature program may be
delivered through a network such as the Internet.

All examples and conditional language recited herein are
intended for pedagogical purposes to aid the reader in under-
standing the invention and the concepts contributed by the
inventor to furthering the art, and are to be construed as being
without limitation to such specifically recited examples and
conditions, nor does the organization of such examples in the
specification relate to a showing of the superiority and infe-
riority of the invention. Although the embodiments of the
present invention have been described in detail, it should be
understood that the various changes, substitutions, and alter-
ations could be made hereto without departing from the spirit
and scope of the invention.
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What is claimed is:
1. A digital signature apparatus comprising:
a memory configured to store a program including a pro-
cess; and
aprocessor configured to execute the program, the process
comprising:
converting, based on a preceding first video image frame
being independently replayable and a subsequent
third video image frame not being independently
replayable, a predicted frame being not independently
replayable into a second video image frame being
independently replayable, the first video image
frame, the third video image frame and the predicted
frame being included in a video image information;
encoding the first, second, or third video image frame
into an image data according to an image format and
a parameter, the parameter being selected from
among a first parameter setting and a second param-
eter setting according to a condition where the video
image information has been obtained, the first param-
eter setting being used for the encoding when the
video image information has been obtained under a
first condition, the second parameter setting being
used for the encoding when the video image informa-
tion has been obtained under a second condition other
than the first condition and including at least one
parameter setting for adjusting the image data to a
brightness other than a brightness of the video image
information;
transferring, when receiving the predicted frame, the
predicted frame to the converting, and transferring,
when receiving the first, second, or third video image
frame, the received video image frame to the encod-
ing;
storing the image data encoded by the encoding corre-
sponding to a designated image frame in the video
image information independently of the video image
information;
generating a digest information for each of image data
encoded by the encoding;
holding the parameter used for the encoding of the first,
second, or third video image frame being desirable for
displaying information; and
generating a digital signature of the digest information
and the parameter.
2. The digital signature apparatus according to claim 1, the
process further comprising:
verifying, using a group of the digest information gener-
ated by the generating, a validity of an image data to be
verified, the image data to be verified being the image
data stored by the storing,
wherein a digest information for the image data to be
verified is generated, and
verifying the validity of the image data to be verified, from
the group of generated digest information, a digest infor-
mation that matches the digest information for the image
data.
3. The digital signature apparatus according to claim 2, the
process further comprising:
holding at least one parameter that is related to the encod-
ing into the image format,
wherein the first, second, or third video image frame is
encoded into an image data according to the image for-
mat and the at least one parameter held by the holding,
generating a digest information for the encoded image data
using the at least one parameter held by the holding, and
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verifying the validity of the image data to be verified, from
a group of digest information generated based on the at
least one parameter held by the holding, a digest infor-
mation that matches the digest information for the image
data.
4. A digital signature method that is implemented in a
computer, the method comprising:
converting, based on a preceding first video image frame
being independently replayable and a subsequent third
video image frame not being independently replayable,
a predicted frame being not independently replayable
into a second video image frame being independently
replayable, the first video image frame, the third video
image frame and the predicted frame being included in a
video image information in a first format;
encoding the first, second, or third video image frame into
an image data in a second format according to an image
format, the second format being a still image format
different from the first format and enabling the image
data to display independently of the video image infor-
mation;
transferring, when receiving the predicted frame, the pre-
dicted frame to the converting, and when receiving the
first, second, or third video image frame, transferring the
received video image frame to the encoding;

generating a digest information for each of encoded image
data; and

generating a digital signature of the digest information.

5. The digital signature method according to claim 4, fur-
ther comprising:

verifying a validity of an image data using a group of the

generated digest information, the image data to be veri-
fied,

wherein in the generating, a digest information is generated

for the image data to be verified, and

in the veritying, the validity of the image data to be verified

is verified, from the group of generated digest informa-
tion, a digest information that matches the digest infor-
mation for the image data.

6. The digital signature method according to claim 5, fur-
ther comprising:

holding at least one parameter that is related to the encod-

ing into the image format,
wherein in the encoding, the first, second, or third video
image frame is encoded into an image data according to
the image format and the at least one held parameter,

in the generating, a digest information is generated for the
image data encoded using the at least one held param-
eter, and

in the veritying, the validity of the image data to be verified

is verified, from a group of digest information generated
based on the at least one held parameter, a digest infor-
mation that matches the digest information for the image
data.

7. A non-transitory computer-readable storage medium
storing a program causing a computer to execute a digital
signature process, the digital signature process comprising:

converting, based on a preceding first video image frame

and a subsequent third video image frame, a predicted
frame into a second video image frame, the first and
second video image frames being independently replay-
able, the predicted frame and the subsequent third video
image frame being not independently replayable, the
first video image frame, the third video image frame and
the predicted frame being included in a video image
information in a first format;
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encoding the first, second, or third video image frame into
an image data in a second format according to an image
format, the second format being a still image format
different from the first format and enabling the image
data to display independently of the video image infor-
mation;
transferring, when receiving the predicted frame, the pre-
dicted frame to the converting, and transferring, when
receiving the first, second, or third video image frame,
the received video image frame to the encoding;

generating a digest information for each of encoded image
data; and

generating a digital signature of the digest information.

8. The non-transitory computer-readable storage medium
according to claim 7, the digital signature process further
comprising:

verifying a validity of an image data using a group of the

generated digest information, the image data to be veri-
fied,

wherein in the generating, a digest information is generated

for the image data to be verified, and

in the verifying, the validity of the image data to be verified

is verified, from the group of generated digest informa-
tion, a digest information that matches the digest infor-
mation for the image data.

9. The non-transitory computer-readable storage medium
according to claim 8, the digital signature process further
comprising:

holding at least one parameter that is related to the encod-

ing into the image format,
wherein in the encoding, the first, second, or third video
image frame is encoded into an image data according to
the image format and the at least one held parameter,

in the generating, a digest information is generated for the
image data encoded using the at least one held param-
eter, and

in the verifying, the validity of the image data to be verified

is verified, from a group of digest information generated
based on the at least one held parameter, a digest infor-
mation that matches the digest information for the image
data.

10. The digital signature apparatus according to claim 1,
wherein

the video image information is a video in a first format, and

the image data is a still image in a second format different

from the first format and the second format enables the
image data to display independently of the video image
information.

11. The digital signature method according to claim 4,
wherein

the encoding encodes the first, second, or third video image

frame into the image data in the second format according
to the image format and a parameter, and

the generating of the digital signature generates the digest

information and the parameter used by the encoding.

12. The digital signature method according to claim 4,
wherein

the encoding encodes the first, second, or third video image

frame into the image data in the second format according
to the image format and a parameter,

the digital signature method further comprising:

selecting the parameter from among a first parameter
setting and a second parameter setting according to a
condition where the video image information has
been obtained, the first parameter setting being used
for the encoding when the video image information
has been obtained under a first condition, the second
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parameter setting being used for the encoding when
the video image information has been obtained under
a second condition other than the first condition and
including at least one parameter setting for adjusting
the image data to a brightness other than a brightness
of the video image information.
13. The digital signature method according to claim 4,
further comprising:
generating a digital signature of the video image informa-
tion; and
managing a correspondence relationship with the image
data, the digital signature of the video image information
and the digital signature of the digest information.
14. The digital signature method according to claim 4,
wherein
the encoding encodes the first, second, or third video image
frame into the image data in the second format according
to the image format and a parameter,
the digital signature method further comprising:
holding the parameter used for the encoding of the first,
second, or third video image frame being desirable for
displaying information.
15. The non-transitory computer-readable storage medium
according to claim 7, wherein
the encoding encodes the first, second, or third video image
frame into the image data in the second format according
to the image format and a parameter, and
the generating of the digital signature generates the digest
information and the parameter used by the encoding.
16. The non-transitory computer-readable storage medium
according to claim 7, wherein
the encoding encodes the first, second, or third video image
frame into the image according to the image format and
a parametet,
the digital signature process further comprising:
selecting the parameter from among a first parameter
setting and a second parameter setting according to a
condition where the video image information has
been obtained, the first parameter setting being used
for the encoding when the video image information
has been obtained under a first condition, the second
parameter setting being used for the encoding when
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the video image information has been obtained under
a second condition other than the first condition and
including at least one parameter for adjusting the
image data to a brightness other than a brightness of
the video image information.

17. The non-transitory computer-readable storage medium
according to claim 7, the digital signature process further
comprising:

generating a digital signature of the video image informa-

tion; and

managing a correspondence relationship with the image

data, the digital signature of the video image information
and the digital signature of the digest information.

18. The non-transitory computer-readable storage medium
according to claim 7, the digital signature process further
comprising:

holding the parameter used for the encoding of the first,

second, or third video image frame being desirable for
displaying information.

19. The digital signature apparatus according to claim 1,
wherein the process further comprising:

receiving identification information indicating a certain

video image frame in the video image information,
wherein
the certain video image frame is encoded into a certain
image data by the encoding based on the receiving,
and
a certain digest information for the certain image data is
generated by the generating, and
the process further comprising:
verifying the digest information for the image data
stored by the storing with the certain digest informa-
tion for the certain image data.

20. The digital signature apparatus according to claim 3,
wherein

the holding holds the parameter associated with the video

image information, and

the first, second, or third video image frame is encoded into

the image data according to the image format and the
held parameter associated with the video image infor-
mation corresponding to the image data to be verified.
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